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Course Code Course Name Semester Theory Practice Lab Credit ECTS

HUK491 Information Technology Law 7 2 0 0 2 2

Prerequisites

Admission Requirements

Language of Instruction Turkish

Course Type Elective

Course Level Bachelor Degree

Objective analysis of new standards and approaches that can respond to the rapid development of new

technologies

Content Legal issues related to the development of new technologies will be examined.
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Theory Topics

Week Weekly Contents

1 Notions of information technology law

2 Notions of information technology law

3 Civil liability and artificial intelligence

4 Criminal liability and artificial intelligence

5 Facial recognition and human rights

6 Blockchaine and crypto assets

7 Big data and law

8 Metaverse and law

9 Undue access to a computer system (art. 243 TPC)

10 Deteoriation of data (art. 244 TPC)

11 Prohibited devices and software (art 245/A TPC)

12 Cybersecurity and cyber attacks

13 Cyber violence and cyber harassment

14 Cyber groming
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